|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **S/N** | **Functionality** | **Description** | **Test Inputs** | **Test Procedure** | **Expected Results** | **Actual Results** | **Pass/Fail** |
| 1 | Login | Validate that user with correct credential can login | Username:  zorro.fan.2010  Password:  zxcvbn1284 | Put username into username input field and password into password input field. Submit | Login succeed. The home page is displayed |  |  |
| 2 | Login | User should not be able to access the website without entering any username or password | Username:  Password: | Submit without entering anything | Invalid login. Return to login page |  |  |
| 5 | Login | User/non-user should not be able to access admin page via URL. Admin/non-user should not be able to access user page via URL | adminPage.jsp userPage.jsp | Type the inputs into URL. Enter | Return user/admin back to their respective accessible website. Return non-user back to login page |  |  |
| 3 | Login | SQL injection | Username: abc OR 1=1  Password: abc OR 1=1 | Put username into username input field and password into password input field. Submit | Invalid login. Return to login page |  |  |
| 4 | Login | User should not be able to access the website with special symbols as username | Username: %  Password: zxcvbn1284 | Put username into username input field and password into password input field. Submit | Invalid login. Return to login page |  |  |
| 6 | Login | After logging out, user should not be allowed back into the website by clicking the back button | nil | Logout. Click back button | Return back to login page |  |  |